
08/01/04 Tunnel Mode update for Cisco VPN Client 
 
Effective 08/01/04.  Transparent tunneling will no longer be allowed to NUWCDIVNPT.  
For existing clients will have to modify your connection entry.  For new installations, this 
configuration change has already been incorporated into the installation routine. 
 
A.) Manually changing the Cisco VPN client’s configuration. 

 
1. Open Cisco VPN client 
2. Highlight the NUWCVPN connection entrry 
3. Choose the ‘Modify’ icon 
4. Choose the ‘Transport ’ tab 
5. Uncheck the ‘ Enable Transparent Tunneling ‘ box 
6. Choose the ‘Save’ button and restart your VPN client.  

 
If you are behind a router or firewall that supports IPSEC pass thru, be sure to 
enable that option. If your router or firewall does not support IPSEC Pass thru you 
need to open UDP Port 500,  protocols 50 and 51 outbound for the Cisco VPN Client 
to work. 
 
You may obtain assistance or technical support by calling Ask54 at (401) 832-7554 DSN 
432-7554 or e-mail us at: Ask54@npt.nuwc.navy.mil 


